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1. Discussion
On one hand, In Key issue #3 ((Network Information Provisioning to Local Applications with low latency), with edge computing deployment, it is expected that a set of edge computing functions or edge application servers running on edge hosting environment will need to interact with the 5GS to access to 5GS functionality and information, and/or to provide information to 5GS for the provisioning of connectivity services supporting edge computing. The interaction for exposure of network information between the 5GS and the edge computing functions need to be studied. Also, For some network information to be exposed, the long exposure latency is tolerable. However, some real time network information, e.g. network congestion condition or real-time user path latency, can change very frequently. If this information needs to be delivered to Application servers or Application Functions timely, undesirable latency may make the information obsolete cause applications to adjust their behaviour (e.g. adjust the resolution of video stream, or switch levels of driving automation) based on out-of-date network information.

On the other hand, Solution #19 in Key issue 1, An Address Resolution Function (ARF) is deployed, which operates as a DNS Server/Proxy and receives all DNS queries from the UE via the user plane. The ARF determines the location of the UE via a control-plane interface with 5GC and forwards a received DNS query to a DNS server based on the determined UE location. For example, if the UE is determined to be inside the Local Data Network-2 (L-DN-2) Service Area, all DNS queries of the UE are forwarded to the L-DN-2 DNS Server. If the UE is determined to be outside of any L-DN Service Area, all DNS queries of the UE are forwarded to a Cloud DNS Server. Each DNS Server in an L-DN can resolve the hostnames for all Edge Application Servers supported in this L-DN. The Cloud DNS Server can resolve the hostnames for all Application Servers deployed in the cloud (e.g. on the Internet). For this purpose, the Cloud DNS Server applies recursive DNS resolution and communicates with additional DNS servers on the Internet. Instead of forwarding the received DNS queries to a DNS server, the ARF may be configured with the FQDNs and IP addresses of the Application Servers deployed in all or some L-DNs. In this case, the ARF does not forward a received DNS query to another DNS server, but may respond itself to a DNS query should the ARF possesses the necessary information. 
The current solution can be extended to consider the low latency requirements of Key issue #3, this will support mmission critical service. Mission critical Services MCX Service Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. Hence, including the IMS function within EDN will help to achieve the goals of key issue 3 while maintaining the Key issue 1 solution. We propose to allow IMS as part of solution #19, specifically in step 2 as shown in the proposed change. 
2. Text Proposal

It is proposed to update the following text within the TR23.752.   
*** Start of the change ***
6.19.2
Procedures
6.19.2.1
General Procedure for ARF-based Solution
The solution is based on the procedure depicted in Figure 6.19.2-1 and enables the 5G network

a)
to detect when a UE attempts to discover the IP address of an Application Server and to provide to UE the IP address of the physically closest Application Server (i.e. of an Application Server located in an local Data Network (L-DN)); and

b)
to insert a local UPF (operating as BP/ULCL and PSA) to the data path after the IP address of an Application Server located in an L-DN is provided to UE.
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Figure 6.19.2-1

0.
The ARF possesses information about the L-DNs deployed in the 5G network. This information may be received from an EDN Configuration Server (EDN CS), as the one defined by SA WG6 in TR 23.758 [5], or may be received from the Operations, Administration and Management (OAM) system, or may be configured in the ARF via other means.


The information in the ARF about an L-DN includes the L-DN Service Area, the address of the L-DN DNS Server, the Data Network Access Identifier (DNAI) associated with the L-DN, etc. The information in the ARF about an L-DN may also contain the FQDNs and IP addresses of the Application Servers deployed in this L-DN (so, the ARF can operate also as an L-DN DNS server). This case can be especially useful when the L-DNs and the ARF are operated by the same network operator.

1.
The UE performs a normal 5G registration to register with the 5G network.

2.
The UE requests the establishment of a PDU Session, e.g. in order to access the Internet via the 5G network.


The SMF selects an ARF as the DNS server for this PDU Session and provides to UE the address of this ARF as the address of the DNS server. The SMF may decide to select an ARF as a DNS Server for this PDU Session because the UE subscription data indicates that the UE is allowed to access edge computing services via this PDU Session. UE is configured with a DNS server as the selected ARF during PDU session establishment by SMF via PCO. The SMF may not select an ARF as a DNS server for the PDU Session when, for example, the PDU Session is used to access IMS services and the IMS functions are deployed outside of an EDN. IMS functions may deployed inside EDN to support low latency applications.

In this step, the SMF selects the UPF/PSA of the PDU Session (called the central UPF) that provides access to an external Data Network (DN), such as the Internet. The SMF may receive PCC rules from PCF which indicate that some traffic of the UE should be routed to an L-DN via a local UPF, not via the central UPF. However, the SMF does not insert a local UPF to the data path of the PDU Session because the SMF does not know if the UE will later initiate traffic that should be routed to an L-DN.

*** End of the change ***
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